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• Farewell to old certainties?



• From the Dictionary of the Society of American 
Archivists

archival record

n.

• Materials created or received by a 
person, family, or organization, public or 
private, in the conduct of their affairs that 
are preserved because of the enduring 
value contained in the information they 
contain or as evidence of the functions and 
responsibilities of their creator.



Material objects Digital objects

Native Digital objects Digital objects=

ON THE WEB



ALMOST ALL digital objects 
(representing either texts, 

paintings, statues, coins, maps, 
etc.) are images





ALL digital objects are archival records?

From the Dictionary of the Society of American Archivists

archival record
n.

Materials created or received by a person, family, or organization, public or private, in 
the conduct of their affairs that are preserved because of the enduring value contained 
in the information they contain or as evidence of the functions and responsibilities of 
their creator.

Notes
'Archival records' connotes documents rather than artifacts or published materials, 
although collections of archival records may contain artifacts and books. Archival 
records may be in any format, including text on paper or in electronic formats, 
photographs, motion pictures, videos, sound recordings.



• Digital Archive collections

• Are designed simply to make materials 
available to researchers in an unbiased way.

• Lack the interpretive "middleman" 
standing between user and the sources.

• User is given more freedom to order and 
interrelate the sources himself.

• User can draw his own interpretations 
from the sources without being influenced 
by someone else's interpretation.



• An Archival Repository 
reliably stores digital 

objects for long periods of time 
(decades or centuries). The 
archival nature of the system 
requires new techniques for 
storing, indexing, and 
replicating digital objects.



Fragments of the Great Eleusinian Relief, 27 

b.c.–14 a.d.; Augustan

Fragments of a Roman copy set in a plaster 

cast of the original Greek marble relief, ca. 

450–425 b.c.,

Metropolitan Museum of Art, New York

the Great Eleusinian Relief, 27 b.c.–14 a.d, 

National Archeological Museum of Athens

Once upon a time, in the analog world, we used to have originals and copies…



• Simple copy

• A written duplicate of a document 
that reproduces the content but not 
the format of the original.

• A certified copy 

• A written duplicate of a document 
signed by a notary public, court clerk 
or a solicitor



In order to protect digital objects against loss over time, in general an archival repository must enforce 

certain properties.

Among others, the no modifications policy prevents users from changing archived data. Modification are 

instead handled by creating version chains, with a newer object pointing to an older object via an object 

reference.

Another property is universal handles. This property guarantees that an object retains its handle 

regardless of which repositories it is replicated to, and that the handle is unique within the repository 

network.

With universal handles, object references can be unambiguously resolved, allowing the structure of a 

graph of objects to be retained even as the objects are replicated to different sites. Universal handles also 

has important efficiency benefits; for example, two sites can quickly determine whether they have the 

same objects simply by comparing lists of handles.

From:

Brian Cooper, Arturo Crespo and Hector Garcia-Molina, Implementing a Reliable Digital Object Archive, 

2000

http://infolab.stanford.edu/~cooperb/pubs/savpaperext.pdf



• Where’s the problem?



Is the host institution a 
guarantee for the digital 

object’s properties? 





The material object











Using a copy image 

to substantiate a 

thesis



Centre de recherche et de restauration des musées de 
France













IIIF is a set of open standards for delivering high-quality, 

attributed digital objects online at scale. It’s also an 

international community developing and implementing the 

IIIF APIs. IIIF is backed by a consortium of leading cultural 

institutions.

The IIIF aims to cultivate shared technologies for both 

client and server to enable interoperability across 

repositories, and to foster a market in compatible servers 
and viewing applications.





















Mirador is a configurable, extensible, and easy-to-integrate 

image viewer, which enables image annotation and comparison 

of images from repositories dispersed around the world.











• The theory of organized 
chaos (data models)



LOD – Linked Open Data

Linked data is structured data which is interlinked with other data so it becomes 

more useful through semantic queries. It builds upon standard Web technologies such 

as HTTP (Hypertext Transfer Protocol), RDF (Resource Description 

Framework) and URIs (Uniform Resources Identifier), but rather than using them to 

serve web pages only for human readers, it extends them to share information in a 

way that can be read automatically by computers.

Linked Open Data (LOD) is Linked Data which is released under an open license, 

which does not impede its reuse for free



5-star linked open data

•1 star: data is openly available in some format (open licence).

•2 stars: data is available in a structured format, such as Microsoft Excel file format (.xls) 

(Machine readable structured data).

•3 stars: data is available in a non-proprietary structured format, such as Comma-

separated values (.csv) (open format).

•4 stars: data follows W3C standards, like using RDF and employing URIs.

•5 stars: all of the other, plus links to other Linked Open Data sources.



The principle of “provenance”

Is intended in the broader meaning of researching and retaining the 

relationships existing between digital objects (e.g. a scanned copy of a 

picture depicting a painting) and the original physical ones, from which they 

have been generated (the `analogue´ ones – e.g. the physical picture - and 

the `real´ ones - e.g. the painting), owned and produced by a single institution 
or by different ones. 



The Gartner hype cycle is 

a graphical presentation 

developed, used and 

branded by the American 

research, advisory 

and information 

technology firm Gartner

to represent the 

maturity, adoption, and 

social application of 

specific technologies.



CIDOC Conceptual 
Reference Model 
(CRM) 

• A theoretical and practical tool 
for information integration of data 
from multiple sources in the field 
of cultural heritage



BUT…… ONE MINUTE…

How do we know if the digital objects used to create 

this cultural heritage linked model correspond to the 

original ones? 



CIDOC CRM has never been applied to research the relationships between digital objects and 

their analogue material ones, in order to sketch a kind of “family tree”.

Moreover, no attempts have been made either to adopt at the same time a blockchain-based 

technology and the CIDOC CRM model for authentication and integrity purposes.

THE QUESTION IS: are they compatible??  



The material object



The “trustless technologies”: the blockchains

A blockchain is a particular implementation of a Distributed Ledger (DL), 

which is essentially a database, shared among different nodes of a 

network. 

All the nodes share the same copy of the database and any change 

made on a node is replicated to all the other nodes in a few minutes 

and, in some cases, even in a few seconds. 

There is no need of a central authority because the consensus 

algorithm and cryptography grant the correctness of data even in 
presence of some malicious nodes 



BLOCKCHAIN IS PRACTICALLY a recordkeeping technology





Who is allowed to operate on the blockchain and to what extent? 

● Permissionless blockchains, if any node can access and use the network and is allowed to write contents on 

it. 

● Permissioned blockchains, if participants must authenticate (with a username and password) to gain access 

to the network and the nodes must have authorization to use the system resources. These are often private 

blockchains, meant to be used only by members of a shared ledger. These types of blockchains have 

membership services that manage identity, privacy, confidentiality and auditability within the system. 

Blockchain X.0: this generation represents a vision for a future when a blockchain service could be public, open 

and distributed, available for anyone; it will be used like the Google search engine and will provide services for all 

realms of society. 




